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A Corrigendum on
A data-driven ensemble technique for the detection of false data injection
attacks in the smart grid framework

by Gupta T, Bhatia R, Sharma S, Reddy CR, AboRas KM and Mobarak W (2024). Front. Energy Res.
12:1366465. doi: 10.3389/fenrg.2024.1366465

In the published article, there was an error in Affiliation 7. Instead of “Electrical
Engineering Department, University of Business and Technology, Jeddah, Saudi Arabia,” it
should be “College of Engineering, University of Business and Technology, Jeddah,
Saudi Arabia.”

Also, we would like to remove the affiliation no. 8.
The authors apologize for this error and state that this does not change the scientific

conclusions of the article in any way. The original article has been updated.
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