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In all country construction projects include an enormous number of financial
transactions and it’s necessary that the contracts between stakeholders should
be more advanced in technology. The advance of Blockchain technology has
been incontrovertible in recent years and this allowed the contracts to be
programmed on Blockchain as smart contracts. The main goal of this paper
is to identify and prioritize critical success factors of Smart Contracts in the
construction industry. For identifying factors, we used library study and for
prioritizing them, field study. To collect data, we designed a DANP questionnaire,
from a panel senior managers and engineering experts. The results show that
technology maturity is the most important factor in Smart Contract success;
security of contracts, support from the engineering community, stakeholders’
consideration, and competition in the building industry were other important
factors which took their next levels.
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1 Introduction

Thesignificance of having a contract with project execution in the dynamic construction
sector is obvious (Drew and Skitmore, 1997). The foundation of agreements between
investors and employers are financial contracts, which specify the distribution of risks and
rewards, the flow of funds, and the allocation of resources. However, there is a great deal of
risk and uncertainty associated with construction projects due to their extended durations,
technical complexity, and reliance on several parties. Market fluctuations, changes in
regulations, unanticipated site circumstances, and project schedule slips are all potential
causes of such risks. Because of this, these risks greatly affect the stability and profitability
of the projects. The challenges and unknowns in the construction business, as pointed
out by Nanayakkara et al. (2021), increase the costs for construction while also raising
the risks associated with projects. Because of this, effective contracting is essential in the
industry. Also, in comparing with digital payment method, smart contracts increased data
transparency (Perera et al., 2020) and quality of cost and also improvement in information
accuracy by 200% (Hamledari and Fischer, 2021). Moreover, Blockchain smart contracts
raised trust in data used in construction management applications (Shojaei et al., 2020).

Due to rapid technological advancements, Sharma et al. (2023) explain that an
increasing number of contracts will be substituted by technology-dependent solutions.
With the promise of performing contract enforcement, these smarter contracts are
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FIGURE 1
Historical background of blockchain.

expected to solve some of the construction industry’s long-
standingmanagement problems.They provide an easier, more open,
and more effective way to manage the intricate web of funds
and contracts that construction projects involve. Thus, using an
operations research approach, this research aims to explore contracts
in the construction industry and analyze the essential success
aspects. This study tries to identify the most important challenges
of smart contracts in construction industry and find the success
aspect of these implements in the construction industry and rank
them in order of importance. This will help reduce uncertainties,
mitigate risks, and produce better project outcomes. Researchers,
policymakers, and practitioners in the construction sector can
use the study’s findings to inform smart contract adoption and
optimization efforts, while also adding to the existing body of
knowledge in construction project management.

2 Literature review

The advance of Block chain technology in recent years has
enabled uncentralized programming and revived the concept of
Smart contracts presented byNick Szabo in 1997.The ideas of Smart
Contracts were not noticed in 1997, but with the advancement of
Blockchain’s technology, it is now followed by organizations and
governments because of their high security, low expenses, such
as third person’s commission, and the risk of late payments or
non-payments (Wang et al., 2018). The original ideas behind this
technology appeared in the late 1980s and early 1990s. In 1977 a
paper was published by Diffie, which spoke of the concept of a
coded ledger (Diffie, 1976) in 1989, Leslie Lamport developed a
protocol; and in 1990, he presented a paper to ACM transactions
in computer systems. The article, published in 1998 (Lamport,
1998), describes a popular model of getting a conclusion in a
network of computers, where the computers or the network itself
may be unreliable. In 1991, a chain of signed data was used as
a digital ledger of signed documents, which would easily show
that none of the signed documents in this set had changed. In

1997, Adam Back introduced another concept called “Hash-Cash”,
which offered a way to control spam emails (Back, 1997), and in
2001 he published a paper entitled “Freedom 2.1 security issues
and analysis” to consider the issue more thoroughly (Back et al.,
2001). These concepts were synthesized and implemented in 2008
with the digital cash, published in the article “Bitcoin: A peer-to-
peer electronic cash system” by Satoshi Nakamoto, and then in
2009 with the establishment of the Blockchain network, Bitcoin
digital currency took place (Nakamoto, 2008). In 2014 a discussion
started about how the “BlockchainModel” wouldmake negotiations
possible; it was also expected that by 2025 the annual income
of companies from the Blockchain would amount to 19.9 billion
dollars (Tabatabaei et al., 2023). (Figure 1) presents the historical
background of Blockchain chronologically.

The original purpose of using Blockchain was to make direct
transactions between users without the need for a trustworthy third
party. With the use of the Blockchain, a mechanism was created
to ensure that only authentic transactions and blocks were added
to the Blockchain. Bitcoin was the first use of blockchain. Many e-
currency projects existed before Bitcoin, but none of them reached
wide use. The use of Blockchain made Bitcoin integrated in a
distribution way, so that no user controls the e-change cash and
there is no breaking point, which increased its usefulness. At Bitcoin,
the Blockchain allows users to be unknown, but their account
numbers are not. Moreover, all transactions are publicly observed.
This trust was usually broken off by trusty intermediaries on both
sides before the use of the Blockchain technology. Without trusted
agents, the trust needed in a network of Blockchain is activated
by the four key processes of Blockchain technologies. 1) Ledgers
-This technology uses only supplementary accounting for a full
transaction history. All transactions made in the Blockchain are
recorded in Ledgers. 2) Security - Blockchains are cryptographically
secure, ensuring that the data is not manipulated, and they are
verifiable. 3) Sharing - the whole ledger is shared among several
participants, which provides transparency among the participants
in the network. 4)Distribution–Blockchain can be distributed. This
provides for the possibility of adjusting the number of nodes in a
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network of cables to make it more flexible to the attacks. As the
number of nodes increases, the ability of a bad factor to influence
the common protocol used in the Blockchain will be reduced. For
the Blockchain systems, where anyone is allowed to commence a
subscription and participate (which are called Blockchain without
an amount)These abilities present a superficial level of trust between
the two sides without being aware of each other. This trust could
enable individuals and organizations to deal directly, which might
result in faster and cheaper transactions. For a highly controlled
Blockchain (called a legitimate Blockchain), where there may be
some confidence among the users, these abilities help to strengthen
that confidence (Ølnes et al., 2017). The Blockchain is a regular list
of blocks, where each block is identified by its own cryptograph.
Hash is a way of using a data coder, calculating a relatively unique
output for almost any size of input (for example, a file, a text, or a
screen). This system allows individuals to receive the input data, to
assemble them, and to get the same result (which proves that there
is no change in the data). Even the slightest change in the entry
(for example, a space in a line) will result in a completely different
swallowing. Each block refers to the last one which makes a chain of
blocks. Each block contains a series of transactions. When a block is
created and added to the Blockchain, the transactions in that block
cannot be changed or reversed (Alharby and Van Moorsel, 2017).
This is to ensure the unity of transactions, and to avoid the problem
of double expenditure. A Blockchain user sends information to the
network. Data may include the address of the sender (or another
related identity), the general key of the sender, digital signature,
entry, and existence of the transaction (Hartel and van Staalduinen,
2019). Entries are usually a list of digital assets to be transferred, As
the entry of a transaction is a reference to past events, digital assets
do not change. With cryptographic values, that means that value
cannot be added or deleted to existing digital assets. Instead, a single
digital asset can be divided into several new digital assets (each with
less value) or combined into a few less (withmore valued) newdigital
assets. Outputs are usually accounts which receive digital assets.
Every output specifies the number of digital assets to be transferred
to the new owners, the identity of the new owners, and a series of
conditions to be met with for the use of that value.

The Blockchain technology uses asymmetrical key (also known
as a general cryptography key) to enable the encryption. The
symmetrical key encryption uses a pair of keys: a general key and a
private key, mathematically related. The public key becomes public
without lowering the security of this process, but the private key
must remain hidden, if data are to preserve their cryptic protection.
Users can secure a password with a public key, and then a private
key, establishing a trust between users who do not know each
other or trust each other, by providing a mechanism to ensure
the unbrokenness and credit of transactions, yet allowing public
transactions to remain. To do this, transactions are digitally signed.
This means that a private key is used to unlock a transaction so
that anyone with a public key can lock it. As the public key is freely
available, the cryptography of a transaction with a private key proves
that the signature holder has access to a private key (Wang et al.,
2018). Users must manage and store their private keys, often using
the software for their security retrieval instead of manual recording.
This software is often known as awallet, which can store private keys,
public keys, and relevant addresses. It may also do other things, such
as computing the total number of digital assets the usermay have. If a

user loses a private key, then any digital assets connected to that key
will be lost, because it is mathematically impossible to rebuild the
same private key. If a private key is stolen, the attacker will have full
access to all digital assets under the control of that private key. The
security of private keys is so important that many users use special
security software to keep them locked away.

Smart contracts are a significant development in Blockchain.
Smart contracts were first proposed for the purpose of a digital
transaction protocol to fulfil the conditions of the agreement in
1990. Smart contracts are simply a set of rules which repeat and
preserve the conditions of real-world contracts in the digital field.
Agreements are essentially a legally binding agreement between two
or more parties, and each party is under an obligation to fulfil its
obligations.Moreover, this agreementmust be enforced by law, often
by a centralized legal institution (Taherdoost, 2023). Smart contracts
are written in code, distributed through a network of blocks, and un
centralized. Smart contracts allow transactions between unknown
or unreliable parties without the need for a central reference. The
most famous Blockchains tracts are Ethereum, Tron, and Binance
(Wang et al., 2018). Ethereum is now the most popular platform
for developing Smart contracts. Among the advantages of Smart
contracts, there are a reduction of risk, a reduction of administrative
and service costs, an improvement of the efficiency of business
processes, a speeding up of business, a greater accuracy, a lower risk
of carrying out, a few intermediaries and less costs (Jani, 2020). The
construction industry is one of the most important in the world.
It produces some of the most complex and massive things, such
as buildings, bridges, dams, and tunnels. As an industry, building
accounts formore than 10 percent of theworld’sGDP, and uses about
7 percent of it (Abdallah Zaky and Nassar, 2021). Construction
projects are based on contract arrangements, and contracts are the
basis of their success. The contract makes it possible to carry out the
work, to transfer payments, to track the key performance indicators,
and to facilitate cooperation among the donors. Construction
projects have been struggling because of the poor harmony between
the expectations of customers, the terms of the contract, and the
performance of the contractor. The emergence of advanced digital
technology has the potential to benefit construction projects by
using active Blockchain contracts, yet acceptance of Smart contracts
in Construction projects is in its early age, and the factors that will
influence it remain uncertain (Ameyaw et al., 2023).

In building projects there is a lack of control over data and
data accessibility and also a major risk to cybersecurity of data
(Shojaei and Naderi, 2024). Blockchain Technology for a Circular
Built Environment. In A Circular Built Environment in the Digital
Age (pp. 213-228). Cham: Springer International Publishing. Smart
contracts have the potential to help solve a series of growing building
issues, especially contract disputes and payments.There are contract
differences in the construction industry; inconsistencies, errors, or
misapplications of terms in contracts could cause difficulties in
execution. The current spread of paper contracts makes it difficult
to track changes and record their execution. With Smart contracts,
irrevocability is guaranteed, while all changes are safely recorded and
easy to track.Another growing problem is in paying claims. Punctual
payments and a steady cash flow are vital to the success of a building
project. Troubles such as failure to pay, delay, and an unfair payment,
cause delay in building, extra expenses, lower performance, and
disagreements. The recent advances in Smart contracts enabled the
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possibility of secure and precise verification (Ye et al., 2022). In the
construction industry, the parties to the contract, the owner, the
counsel, the principal contractors, the subsidiary contractors, and
the suppliers and documents are very complex in their various ways.
Moreover, the process of building is fluctuating and challenging
throughout the various stages of construction, so that a Blockchain is
a very good technique to overcome these challenges (Ibrahim et al.,
2022). In this industry, shareholders in a project must examine their
identity to access the Blockchain, or else they cannot access the data
of the project. All transactions made in the Blockchain system are
recorded in a chain on the network, the analysis of the project’s track
and performance can be easily done with this advantage. Moreover,
data such as working hours or interrupts could be computed, and
payments could be automatically made upon them. Work and rest
hours and salary of the workers may be controlled by law and
used as a witness against disputes between employers and workers.
Also, the transactions in the project require approval from the
majority shareholders in the system. This would allow for greater
cooperation among the beneficiaries, and at the same time would
help tominimize possible disagreements. One of themost important
features of the Blockchain is its cryptography. This is a one-way
cryptography, which adds to the security and privacy of the system.
The Blockchain locks all transactions in the system. So, a change or
manipulation of the data in the chain is almost impossible. Each
transaction is added in a line to this network in real time, and
the network is continually expanding according to the progress
of the project. Cost, time, and quality are the essential elements
in the construction industry. The aim is to achieve the maximum
quality at the least cost and time. The fact that the Blockchain makes
the project trackable and transparent helps to increase the quality.
The Blockchain technology provides an opportunity to wipe out
intermediaries by Smart contracts, yet eliminate such matters as
papers, bills, and documents, which thereforemakes a positive effect
on project costs and time (Altay and Motawa, 2020).

The differences in payment in the construction projects can be
considerably reduced by using a smart contract. It is a desirable
system by which time and expense are saved in automating specific
aspects of the construction process. Preparation is one of the critical
phases of a construction project in which several contracts are
completed. As the buyers and the sellers may have never made any
transactions together before, trust must be maintained between the
two parties, or else confidence must be established between them
by other parties such as banks, libraries, intermediaries, etc. Smart
contracts are un centralized technology, therefore, third persons
such as banks may be wiped out in a transaction process. Making
application of a Smart contract in the preparation of a project allows
the parties of a contract to convert the content of such clauses as
amount and date of payment into codes. The amount to be paid,
such as equipment, materials, and so on, is fixed in the Smart
contract, Furthermore, the date of payment could be entered into the
system.The transparency of a Smart contract allows the parties to the
contract to be sure that the amount of the goods being paid is blocked
in the system so that neither party has access to the money until the
payment is made. The exporter can warn the importer, for the goods
are ordered through A Smart contract. Moreover, the importer can
let the exporter know that the orders are being delivered. using the
smart execution facility of the agreement, as both parties approve
the coded conditions, the amount of payment will automatically

be deposited into the exporting entity’s digital account. Using
Smart Contracts Technology in the preparation phase may have
the following advantages. In consequence, the higher expenses of
intermediaries and executive expenses arising from this process
will be considerably reduced. Also, the high speed of approval and
transaction, the reduction of secret payment, and the creation of
a secure equity environment are advantages to the introduction of
Smart contracts in the preparation of construction (Abdallah Zaky
and Nassar, 2021). Smart contracts are not yet fully mainstream.
There are few trained people who can fully apply for a smart
contract in a building project. The fluctuations of crypto currencies
could also be a danger to hinder the parties from using Smart
contracts in comparison to traditional ways. To apply the system
in industry, all parties involved must be aware of the advantages
of Smart contracts to trust and accept it. Though Smart contracts
minimize differences by their double logic in carrying out their
articles, there may still be the potential for unforeseen differences.
So, by applying to construction lawyers, possible differences must
be identified, and new laws may be introduced to resolve them
based on that (Ahmadisheykhsarmast and Sonmez, 2018).

In a study (Ahmadisheykhsarmast and Sonmez, 2018), found
that a failure to pay and a refusal to pay are two major problems in
the construction industry, which have already driven several parties
to the brink of bankruptcy. Smart contracts provide solutions to
the conflicts about payments which often occur in the preparation
of a manufacturing advance. Reduced costs and time, greater trust
between the parties, assurance of payment, a higher speed of
performance, and the removal of intermediaries in the preparation
of a business, are other advantages of using them in the construction
industry Zou et al. (2019) interviewed 20 specialized developers
to understand the main differences between the development of
a smart contract and the development of a conventional software,
and their effects, as well as the challenges in the implementation of
various kinds of Smart contracts. Studies showed that developing
a Smart contract was still in its early stages, and that there was
no acceptable way of ensuring the code of a Smart contract; nor
were there enough instruments to guarantee the code, and that the
development platforms and time of performance, such as software
languages and virtual machines, were still limited, and that online
learning and social support were also limited Huang et al. (2019)
conducted a study on the safety of Smart contracts, in which the
challenges of security research for Smart contracts are summarized
as a software engineering problem, and several research paths
are proposed for improving the security of Smart contracts. The
environment in which Smart contracts are enforced is unfocused
and very difficult to repair and maintain, and therefore Smart
contracts have many security issues of uncommon security assaults
Ibrahim et al. (2022) created a model based on the results of their
demonstration and observations, which provided conditions for a
reduction of the authority of the contracting executive by replacing
the centralized system and human manipulating the contract with
an uncentralized automated system. First, a prototype was created
using the Python programming language; then, a three-case study
was used to show the capacity and creditability of the prototype,
using various scenarios to show the capacity and creditability of the
prototype; then, performance was evaluated by two main criteria:
capacity for storage and time of delay Kirli et al. (2022) examined
Smart contracts in energy systems. They stated that using a Smart
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TABLE 1 Success factors of smart contract in the construction industry.

Factors References

Legal factors (A)

Transparency of Smart contracts ( A1) Nugent et al. (2016), Hegedűs (2018), Hartel and
Staalduinen (2019), Hewa et al. (2021)

Law Legislation ( A2) Swan, 2015; Regulation P (2016), Holotiuk and
Moormann (2019), Reyna et al. (2018), Khan et al.

(2021)

Standardisation (A3) Clack et al. (2016), Ølnes et al. (2017), Bekrar et al.
(2021), Capocasale and Perboli (2022)

Preparation of contracts (A4) Clack et al. (2016), Sergey and Hobor (2017),
Singh et al. (2020)

Programming related factors (B)

Advanced programming languages (B1) S. Nakamoto (2008), Parizi and Dehghantanha (2018),
Zou et al. (2019)

Ethereum Virtual Machine (EVM) backup (B2) Hildenbrandt et al. (2018), Zou et al. (2019)

Providing Ethereum gas (B3) Grech et al. (2018), Hildenbrandt et al. (2018),
Zou et al. (2019)

Online backup (B4) Zou et al. (2019), Sayeed et al. (2020)

Programmers’ skills (B5) Porru et al. (2017), Castillo et al. (2017), Holotiuk and
Moorman (2019)

Increasing learning resources (B6) Tann et al. (2018), Zou et al. (2019)

Technical factors (C)

Contracts security’s guaranty (C1) Dhawan and Gupta (2017), Zou et al. (2019),
Kushwaha et al. (2022)

Bandwidth & Capacity (C2) Schatsky and Muraskin (2015), Innovalue (2015),
Weng et al. (2015)

Technology maturity (C3) Rogers et al. (2014), Schmitt et al. (2019), Hewa et al.
(2021)

External factors (D)

Engineers’ community support (D1) Nejad et al. (2015), Lone and Naaz (2021),
Rathnayake et al. (2022)

The capacity of organizations (D2) Sun et al. (2010), Oliveira and Martins (2011)

Users attitude (D3) Grant, 1996; Hiatt (2006), Atzei et al. (2017), Corbet
and Yarovaya (2018), Schmitt et al. (2019)

Competition in the construction industry (D4) Schmitt et al. (2019), Nanayakkara et al. (2021)

contract in an energy project or platform would not make the
project “Smart” by itself; that these contracts, properly combined
with other techniques, were a powerful potential technology that
could play an important role in enabling future multi-integrated
and highly active energy systems (Ullah et al., 2020) presented
a concept framework for accepting a Blockchain agreement for
management of estate transactions in a smart city, discussing the
layers involved in Blockchains and their un centralized structure
of programmed, and offering a concept design for a Blockchain
agreement (Kushwaha et al., 2022) conducted a systematic study
of aerial analyses of Smart contracts based on Blockchains, in
which 86 analysis tools were covered and 145 research articles
from literature and other online sources from 2016 to 2021. The

results of the study showed that aerial analyses of transactions
are a central concern, and that various analysis tools have been
developed for creating safe aerial transactions. The most vulnerable
one identified by many static and dynamic analyses is “reentering”.
(Balcerzak et al., 2022), examined the application of Blockchain
and Smart contract in the non-central government system, and
how using analytical decision models and scanners could rearrange
structures of corporate governance, they concluded that smart
governance systems based on Blockchains, using data accounting
capabilities, distribution processes, sensitivity analysis and related
intelligence, would require public participation (Sigalov et al., 2021),
entitled Auto Pay and Contract Management in the Construction
Industry, described the BIM contracts, the exchange of pivot data
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FIGURE 2
Factors classification and interrelationship.

TABLE 2 Detailed information about experts.

# Experts’ domain Year of experiences Qualification Expertise

1

Civil Engineering

13 PHD Geotechnical Engineering

2 14 PHD Construction Management and Project Delivery

3 12 Master’s degree in engineering hydraulic engineering

4 10 Master’s degree in engineering Construction project management

5

Computer engineering

10 PHD Computer Science and Engineering - Energy Technology
Concentration

6 12 Master’s degree in engineering Data science & Artificial intelligence (AI)

7 11 Master’s degree in engineering Artificial Intelligence and Digital Technology Management

and the digital contract management process. The result is that
taking the Blockchain as a social-technical system emphasizes the
importance of social, organizational, technical factors, as well as
legal policy, and that the integration of Smart contracts into legal

construction contracts, given the absence of precedents and legal
rules, has posed a challenge.

After conducting a thorough literature analysis and field study,
being shown as (Table 1), we were able to identify 17 factors that
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FIGURE 3
Schematic diagram of the solution methodology.

were later classified into 4 groups according to their relationship and
influence on the effectiveness of Smart Contracts. Using a literature
review as a starting point, Table 1 compiled the literature-discussed
success factors for smart contracts in the construction sector. The
industry’s adoption and performance of Smart Contracts are affected
by the interrelated elements that make up each group. Figure 2
provides a clear and organized overview of the findings by visually
representing the classification and interplay of these elements.

The results are informed, relevant, and valuable for
understanding the barriers to the adoption of Smart Contracts in the
construction and contracting sectors. The next step is to establish a
methodology for evaluating the success factors for smart contract
implementation in the construction sector.

3 Methodology

Multi-criteria decision method known as MCDM was
considered an area for decision analyzing and decision making
since 1960s following the development of operational research in
World War II (Alias et al., 2008). This approach is used for colossal
selections and the best selection will be the one which satisfies
decision makers, also it has been used to be a solution for issues
that have a limited number of alternatives (Ghaleb et al., 2020). In
operations research, the multi-criteria decision method (MCDM)
can consider several criteria at once, and help decision makers to
assess the best responses, considering the specific features of limited
situations available (Tzeng et al., 2002a).
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TABLE 3 Direct relation matrix “A”.

A1 A2 A3 A4 B1 B2 B3 B4 B5 B6 C1 C2 C3 D1 D2 D3 D4

A1 0/00 1/86 2/86 2/43 1/86 0/71 1/00 1/57 2/00 2/29 3/29 2/00 2/43 3/14 2/14 3/00 2/57

A2 3/71 0/00 3/00 2/86 2/71 2/14 1/71 2/57 1/00 1/57 3/57 2/29 2/57 3/57 2/71 3/43 3/57

A3 2/86 2/00 0/00 2/71 2/00 1/43 1/14 1/00 1/57 1/71 2/14 1/00 2/14 2/71 1/14 3/00 1/14

A4 3/14 2/86 1/29 0/00 2/00 1/00 1/14 1/86 1/14 1/00 3/57 1/00 2/00 3/14 2/29 3/00 2/71

B1 2/14 1/57 2/14 1/14 0/00 1/71 1/57 2/57 3/57 2/57 3/00 1/86 3/57 2/29 2/14 2/43 2/71

B2 1/00 0/71 1/00 0/86 2/00 0/00 3/14 2/57 2/43 1/29 1/00 2/00 3/14 1/71 1/57 1/86 1/43

B3 0/29 0/43 0/57 1/00 1/71 2/43 0/00 1/43 1/71 1/29 0/57 1/57 2/14 1/00 1/00 1/00 1/00

B4 0/57 1/57 1/86 1/29 2/57 1/43 0/71 0/00 3/00 2/57 1/86 1/14 2/86 2/86 1/86 2/29 1/43

B5 2/14 2/00 2/14 2/57 3/71 2/71 2/86 3/00 0/00 2/86 3/00 2/14 3/14 2/71 2/29 2/86 2/71

B6 1/86 1/57 1/14 1/71 3/00 2/29 1/86 3/43 3/86 0/00 1/86 2/14 3/00 1/71 1/14 2/57 2/14

C1 2/86 3/00 2/57 3/00 1/57 1/00 0/71 1/71 1/43 1/43 0/00 1/57 2/57 3/43 2/14 3/43 2/86

C2 1/29 1/57 1/71 0/86 1/86 1/00 1/29 1/57 1/86 1/00 1/00 0/00 2/14 2/57 1/71 2/00 2/14

C3 3/00 3/00 1/86 2/86 3/43 2/43 2/57 2/57 2/86 2/86 2/29 2/71 0/00 3/57 2/29 3/00 3/43

D1 2/71 3/00 2/57 2/86 1/86 1/43 1/43 1/71 1/71 2/29 2/71 1/00 2/57 0/00 3/14 3/00 2/71

D2 1/71 2/00 1/43 1/86 1/00 1/00 1/00 2/00 1/43 2/57 1/57 2/00 2/29 2/14 0/00 2/71 2/57

D3 2/14 3/00 2/29 2/14 2/57 2/43 2/14 2/71 1/14 2/00 2/14 1/71 2/57 3/29 2/71 0/00 3/00

D4 2/00 2/71 2/43 2/14 2/43 0/86 0/71 1/00 1/29 2/29 2/43 2/57 2/00 3/57 3/00 3/43 0/00

The DANP approach was introduced as a combination of
Analytical Network Process known as ANP and Decision-Making
Trial Evaluation Laboratory (DEMATEL) which is appropriate for
problems with dependent criteria to be solved. In ANP, adjustment
is made by dividing each standard in a column over the total
of the columns, so that each column has a precise unit. The
effect of one cluster on another cluster may be different in
rating; hence, the ANP theory that each cluster has the same
weight in producing a weighted super matrix, is unreasonable.
Consequently, DANP effective weights can correct this weakness
and get results based on the basic concept of ANP of the Tc and
Td matrix, using the DEMATEL technique. So, the DEMATEL
technique of creating INRM is used to improve the traditional ANP
normalization process (Chiu et al., 2013).DANP is a suitablemethod
for the interaction and interdependence of the dimensions and
norms which appear in the cases of real-world problems. Regarding
the physiological characteristics of physical facts, this method could
study the interdependence of variables and properties and create
a relationship which would show them to a necessary system and
evolutionary process.

There is a lack of experts in DANP district, and we must be able
to turn the knowledge of experts from oblique knowledge into a
visible knowledge and make a model of experts’ minds, therefore
MCDM and DANP approaches are suitable for this purpose. In this

study, we used theDANPmethod, amixture ofDEMATEL andANP
communications matrix.

We approached experts to collect data for this study. In MADM
methods between 4 and 15 experts are used (Zhang and Zou,
2007; Hyun et al., 2008; Lam et al., 2008; Dalal et al., 2010; Zou
and Li, 2010; Pan et al., 2012; Akadiri et al., 2013; Chou et al.,
2013). The fewer the number of individuals, the stricter the criteria.
Given that our estimate was that the number of individuals is low,
we set strict conditions for the entry of experts which included
having at least a master’s degree or a minimum of 10 years of
work experience in civil engineering or construction industries
and having worked with or been involved in smart contracts. We
identified this through searching individuals’ resumes. Due to the
stringent criteria, the number of participants in the study was
low; however, we were confident that they were familiar with the
concepts of smart contracts and blockchain technology and had
experience working with them, making them suitable experts for
this study. We used purposive sampling and were able to find 7
experts, whose characteristics you can see in Table 2. Moreover, it
may be unhelpful to use DANP in a study with a large sample
size because called experts are likely to provide random answers,
which could significantly affect the consistency of the judgments
(Cheng and Li, 2002). if the number of experts in a group is relatively
small, expert competence should always be taken into consideration
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(Tsyganok et al., 2012). Similar studies using DANP method have
also been published in various journals with a limited number
of experts (Tsyganok et al., 2012).

3.1 DANP method

The DANP method have the following steps to do.

Step 1: Compute the direct relation matrix (A)

In this step we analyzed the criteria and success factors of
smart contracts in construction industry by reviewing literature and
studying in blockchain technology and smart contracts field and sent
the DANP questionnaire to the survey experts, and they were asked
to answer the influence in criteria by adding numbers 0, 1, 2, 3, 4.

The initial data obtained from the experts in a form of direct
relation matrix known as matrix “A” (Equation 1) in which each
element aij is denoted as the relationship degree as effect of
element i over j.

A =
[[[[

[

a11 …a1j …a1n

ai1 …aij …ain
an1 …anj …ann

]]]]

]

(1)

A = [aij]n∗n =
1
z

Z

∑
Z=1
[Xij] (2)

In this formula (Equation 2), Z is the number of experts and X
is defined as matrix elements of each participant.

Step 2: Computing incongruity rate (IR)

IR = 1
n(n− 1)

n

∑
i=1

n

∑
j=1

|gijρc − g
ij(ρ−1)
c |

gijρc
(3)

We examine the credibility of the respondents by means of
this formula.

In (Equation 3), ″n″ is the number of criteria, ″gc
″ is the decision

matrix, and ″ρ″ is the number of experts. We will get to the IR
number by putting in this formula. If (X≤ 0.05), the answers given by
the experts are consistent; if (X > 0.05), the answers are incompatible,
and the experts must reconsider.

Step 3: Normalizing Matrix (A) & computing direct
relation Matrix (D)

Equation 4 shows how to compute matrix (D)

D = b∗A (4)

″b″ comes from Equation 5.

b =min
[[[[[

[

1

max
n

∑
j=1

aij

, 1

max
n

∑
i=1

aij

]]]]]

]

(5)

In this equation, ∑nj=1aij is the sum of the rows of matrix A, and
∑ni=1aij is the sum of the columns of the matrix A. Then we multiply
“b” from Equation 5 to every criterion of matrix “A”.

Step 4: Calculating Total Matrix (T) from Equation 6.

T = D+D2 +D3 +…+Dn = D(I−D)−1 (6)

Matrix (I) is identity matrix which is shown here.

I =
[[[[

[

1 0 0

0 1 0

0 0 1

]]]]

]

Step 5: Computing the cause and effect value.

In this step we calculate and analyze columns and rows ofmatrix
T. D is the sum of the rows and R is the sum of the columns. (D
+ R) shows the total effect given and received by inhibitors and
the degree that inhibitors have in the analyses. (D-R) shows the
overall effect of the inhibitors related to the whole system that we call
“Relation” (Kumar and Anbanandam, 2020). if D-R is positive, the
inhibitor is a variable of a cause, and if it is negative, it is an effect.
In the end we draw an Influential network relations map (INRM)
which its vertical axis displays (D-R), and horizontal axis displays
(D + R). The position of each inhibitor is determined by a point at
the coordinates (D + R, D-R).

Step 6: Normalizing total matrix (T)

In each of the matrixes, by dividing the element of each row by
the sum of the elements of that row, which are shown in Equation
7, the matrix is normalized. With normalizing all matrixes, which is
computed in Equation 8, total matrix (T) is composed.

ti = ti1 + ti2 +…tij (7)

Ta
D =

tij
ti

(8)

Step 7: Computing un-weighted super matrix (W)

By shifting the rows and columns of the Total Matrix (T), un-
weighted super matrix is computed.

Ta
D =

[[[[[[[[[[

[

t11/t1 ⋯ t1j/t1 ⋯ t1n/t1
⋮ ⋮ ⋮

ti1/ti ⋯ tij/ti … tin/ti
⋮ ⋮ ⋱ ⋮

tni/tn ⋯ tj/tn … tnn/tn

]]]]]]]]]]

]

Step 8: Computing weighted super matrix (Ww)

Wa = Ta
DW =

[[[[[[[[[[

[

ta11D ∗W
11 … ta1jD ∗W

i1 ⋯ ta1nD ∗W
n1

⋮ ⋮ ⋮

tai1D ∗W
1j ⋯ taijD ∗W

ij ⋯ tainD ∗W
nj

⋮ ⋮ ⋱ ⋮

tan1D ∗W
1n ⋯ tanjD ∗W

in ⋯ tannD ∗W
nn

]]]]]]]]]]

]
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TABLE 4 Average of (N-1) experts’ opinions.

A1 A2 A3 A4 B1 B2 B3 B4 B5 B6 C1 C2 C3 D1 D2 D3 D4

A1 0/00 1/83 2/83 2/17 1/83 0/67 1/00 1/50 2/00 2/33 3/33 2/00 2/33 3/00 2/17 3/00 2/50

A2 3/67 0/00 3/00 2/83 2/67 2/00 1/67 2/50 1/00 1/67 3/50 2/17 2/50 3/50 2/67 3/33 3/50

A3 2/83 2/00 0/00 2/67 2/00 1/33 1/17 1/00 1/50 1/67 2/17 1/00 2/00 2/67 1/17 3/00 1/17

A4 3/00 2/67 1/33 0/00 2/00 1/00 1/17 2/00 1/33 1/00 3/50 1/17 2/00 3/17 2/50 3/00 2/67

B1 2/17 1/50 2/17 1/17 0/00 1/83 1/83 2/67 3/50 2/67 3/00 2/00 3/50 2/50 2/17 2/50 2/67

B2 1/00 0/83 0/83 1/00 2/00 0/00 3/00 2/67 2/50 1/50 1/17 2/00 3/00 1/83 1/50 1/83 1/50

B3 0/33 0/50 0/67 1/17 1/83 2/50 0/00 1/67 1/83 1/33 0/67 1/50 2/17 1/17 1/17 1/00 1/17

B4 0/67 1/50 2/00 1/33 2/50 1/50 0/83 0/00 3/00 2/50 2/00 1/17 2/83 2/83 2/00 2/33 1/67

B5 2/33 1/83 2/17 2/67 3/67 2/67 2/67 3/00 0/00 2/83 3/17 2/33 3/00 2/67 2/33 2/83 2/67

B6 2/00 1/83 1/17 2/00 2/83 2/17 1/83 3/33 3/83 0/00 2/17 2/17 2/83 1/50 1/33 2/67 2/17

C1 3/00 2/83 2/33 2/83 1/67 1/00 0/83 1/67 1/33 1/17 0/00 1/50 2/50 3/50 2/17 3/33 2/67

C2 1/33 1/50 1/50 0/83 2/00 1/17 1/50 1/67 2/00 1/00 1/17 0/00 2/17 2/50 2/00 2/00 2/17

C3 3/00 2/83 1/83 2/83 3/33 2/33 2/50 2/33 2/67 2/83 2/17 2/67 0/00 3/50 2/17 3/00 3/33

D1 2/67 3/00 2/67 2/83 2/00 1/67 1/67 1/67 1/67 2/17 2/67 1/00 2/50 0/00 3/33 3/00 2/67

D2 1/67 2/00 1/50 2/00 1/00 1/00 1/00 1/83 1/67 2/50 1/83 2/00 2/17 2/17 0/00 2/50 2/33

D3 2/17 3/00 2/33 2/33 2/50 2/33 2/00 2/67 1/17 2/00 2/17 1/67 2/50 3/17 2/50 0/00 2/83

D4 2/00 2/67 2/50 2/17 2/33 0/83 0/83 1/17 1/33 2/33 2/33 2/50 2/00 3/50 3/00 3/33 0/00

Step 9: Limiting weighted super matrix, Determining weights
& Prioritizing.

Limited super matrix is computed by powering of all the super
matrix elements to be alike until all the super matrix elements
are alike. Finally, the relative weight of the criteria of decision is
being computed.

(Figure 3) displays the DANP Method that was used for this
article as a schematic diagram.

3.2 Questionnaire and data collection

We encountered certain challenges in recruiting qualified
individuals with experience in building and contracting, as well
as Blockchain and Smart Contracts, to participate in our study
within the framework of Iran, a developing nation. Part of the
problem with the dearth of specialists in this field is that Blockchain
technology is still in its infancy in the country’s industrial sectors,
and professors and professionals have paid little attention to it
thus far. Notwithstanding these obstacles, we made every effort
to contact numerous professionals. We were very picky about the
professionals we hired, and we only considered those with extensive
experience in the contracting and construction industries as well

as a solid grasp of Blockchain technology and smart contracts.
Journals, professional networks, and expert groups were among
the initial resources we combed through to find and get in touch
with possible specialists, then snowball sampling was utilized to
expand the invited experts. This method was critical for getting
well-informed comments and insights that were applicable to the
study’s aims.

Seven experts confirmed their participation in the poll after
we conducted thorough outreach and screening. Based on the
information that is available and the validity of their expertise in
relation to Iran, these individuals constitute the greatest number
of specialists that might be considered. Specifically, we wanted to
know what was holding Smart Contracts back in the contracting
and building sector, so we created this poll to find out. A number
of inhibitors were graded by participants as they filled out a
questionnaire. The experts participating in the survey reflects the
challenges of conducting such a study in a developing country like
Iran. Effortsweremade to include themaximumnumber of qualified
individuals. Providing a thorough overview of the difficulties and
issues to be considered when applying Smart Contracts technology
to different sectors, the study’s thorough categorization and analysis
of limiting factors adds to its breadth and depth.

The questionnaire we created for this study is designed based on
the DANP method and included 17 factors, which were presented
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TABLE 5 Absolute value of criteria differences.

A1 A2 A3 A4 B1 B2 B3 B4 B5 B6 C1 C2 C3 D1 D2 D3 D4

A1 0/00 0/02 0/02 0/26 0/02 0/05 0/00 0/07 0/00 0/05 0/05 0/00 0/10 0/14 0/02 0/00 0/07

A2 0/05 0/00 0/00 0/02 0/05 0/14 0/05 0/07 0/00 0/10 0/07 0/12 0/07 0/07 0/05 0/10 0/07

A3 0/02 0/00 0/00 0/05 0/00 0/10 0/02 0/00 0/07 0/05 0/02 0/00 0/14 0/05 0/02 0/00 0/02

A4 0/14 0/19 0/05 0/00 0/00 0/00 0/02 0/14 0/19 0/00 0/07 0/17 0/00 0/02 0/21 0/00 0/05

B1 0/02 0/07 0/02 0/02 0/00 0/12 0/26 0/10 0/07 0/10 0/00 0/14 0/07 0/21 0/02 0/07 0/05

B2 0/00 0/12 0/17 0/14 0/00 0/00 0/14 0/10 0/07 0/21 0/17 0/00 0/14 0/12 0/07 0/02 0/07

B3 0/05 0/07 0/10 0/17 0/12 0/07 0/00 0/24 0/12 0/05 0/10 0/07 0/02 0/17 0/17 0/00 0/17

B4 0/10 0/07 0/14 0/05 0/07 0/07 0/12 0/00 0/00 0/07 0/14 0/02 0/02 0/02 0/14 0/05 0/24

B5 0/19 0/17 0/02 0/10 0/05 0/05 0/19 0/00 0/00 0/02 0/17 0/19 0/14 0/05 0/05 0/02 0/05

B6 0/14 0/26 0/02 0/29 0/17 0/12 0/02 0/10 0/02 0/00 0/31 0/02 0/17 0/21 0/19 0/10 0/02

C1 0/14 0/17 0/24 0/17 0/10 0/00 0/12 0/05 0/10 0/26 0/00 0/07 0/07 0/07 0/02 0/10 0/19

C2 0/05 0/07 0/21 0/02 0/14 0/17 0/21 0/10 0/14 0/00 0/17 0/00 0/02 0/07 0/29 0/00 0/02

C3 0/00 0/17 0/02 0/02 0/10 0/10 0/07 0/24 0/19 0/02 0/12 0/05 0/00 0/07 0/12 0/00 0/10

D1 0/05 0/00 0/10 0/02 0/14 0/24 0/24 0/05 0/05 0/12 0/05 0/00 0/07 0/00 0/19 0/00 0/05

D2 0/05 0/00 0/07 0/14 0/00 0/00 0/00 0/17 0/24 0/07 0/26 0/00 0/12 0/02 0/00 0/21 0/24

D3 0/02 0/00 0/05 0/19 0/07 0/10 0/14 0/05 0/02 0/00 0/02 0/05 0/07 0/12 0/21 0/00 0/17

D4 0/00 0/05 0/07 0/02 0/10 0/02 0/12 0/17 0/05 0/05 0/10 0/07 0/00 0/07 0/00 0/10 0/00

to experts in a matrix format. The experts rated each criterion from
0 to 4 based on the impact of the rows and columns (Shao et al.,
2018). As mentioned in Section 3.1, 0 means “No Influence”, 1 for
“Low Influence”, 2 for “Medium Influence”, 3 for “High Influence”
and 4 for “Very High Influence”. The results were presented in a
17∗17 matrix across 9 stages, which we will explain in detail in the
following section.

3.3 Data analysis

As mentioned, to analyze data by DANP method, we have 9
steps. In this section we will conduct them step by step to analyze
the results of the various questionnaires.

Step 1: Compute the direct relation matrix (A)

This phase requires seven experts to score from 0 to 4 on the
effects of the criteria of the questionnaire, and at the end we have
formed a fair average of the responses in the form of the direct
relation matrix A, which is shown in Table 3.

Step 2: Computing incongruity rate (IR)

In this step, first, we must remove one expert’s opinions and
calculate the estimated average of 6 (N-1) experts; then we shall

calculate the total difference in the decimal degrees between the
averages of 7 and 6 experts, shown in Tables 4, 5, and finally, based
on the adjustment rate, we get a rate of 0.0497, which is below 0.05,
and which shows that the experts’ opinions in this questionnaire
are reliable.

Step 3: Normalizing Matrix (A) & computing direct
relation Matrix (D)

We must divide each criterion of the A matrix into the largest
total of rows and columns, and then take the least of them as “b”,
which is “b” by applying Formula 9.

b =min
[[[[[

[

1

max
n

∑
j=1

aij

, 1

max
n

∑
i=1

aij

]]]]]

]

(9)

D = b∗A

Finally, by multiplying the A matrix upon “b”, the D matrix
is formed by Table 6.

Step 4: Calculating total Matrix (Tc)

The total matrix is a relative quantity of direct and indirect
relations, which by powering the D matrix, we reduce the indirect
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TABLE 6 Normalized matrix D.

A1 A2 A3 A4 B1 B2 B3 B4 B5 B6 C1 C2 C3 D1 D2 D3 D4

A1 0/00 0/04 0/06 0/05 0/04 0/02 0/02 0/04 0/04 0/05 0/07 0/04 0/05 0/07 0/05 0/07 0/06

A2 0/08 0/00 0/07 0/06 0/06 0/05 0/04 0/06 0/02 0/04 0/08 0/05 0/06 0/08 0/06 0/08 0/08

A3 0/06 0/04 0/00 0/06 0/04 0/03 0/03 0/02 0/04 0/04 0/05 0/02 0/05 0/06 0/03 0/07 0/03

A4 0/07 0/06 0/03 0/00 0/04 0/02 0/03 0/04 0/03 0/02 0/08 0/02 0/04 0/07 0/05 0/07 0/06

B1 0/05 0/04 0/05 0/03 0/00 0/04 0/04 0/06 0/08 0/06 0/07 0/04 0/08 0/05 0/05 0/05 0/06

B2 0/02 0/02 0/02 0/02 0/04 0/00 0/07 0/06 0/05 0/03 0/02 0/04 0/07 0/04 0/04 0/04 0/03

B3 0/01 0/01 0/01 0/02 0/04 0/05 0/00 0/03 0/04 0/03 0/01 0/04 0/05 0/02 0/02 0/02 0/02

B4 0/01 0/04 0/04 0/03 0/06 0/03 0/02 0/00 0/07 0/06 0/04 0/03 0/06 0/06 0/04 0/05 0/03

B5 0/05 0/04 0/05 0/06 0/08 0/06 0/06 0/07 0/00 0/06 0/07 0/05 0/07 0/06 0/05 0/06 0/06

B6 0/04 0/04 0/03 0/04 0/07 0/05 0/04 0/08 0/09 0/00 0/04 0/05 0/07 0/04 0/03 0/06 0/05

C1 0/06 0/07 0/06 0/07 0/04 0/02 0/02 0/04 0/03 0/03 0/00 0/04 0/06 0/08 0/05 0/08 0/06

C2 0/03 0/04 0/04 0/02 0/04 0/02 0/03 0/04 0/04 0/02 0/02 0/00 0/05 0/06 0/04 0/04 0/05

C3 0/07 0/07 0/04 0/06 0/08 0/05 0/06 0/06 0/06 0/06 0/05 0/06 0/00 0/08 0/05 0/07 0/08

D1 0/06 0/07 0/06 0/06 0/04 0/03 0/03 0/04 0/04 0/05 0/06 0/02 0/06 0/00 0/07 0/07 0/06

D2 0/04 0/04 0/03 0/04 0/02 0/02 0/02 0/04 0/03 0/06 0/04 0/04 0/05 0/05 0/00 0/06 0/06

D3 0/05 0/07 0/05 0/05 0/06 0/05 0/05 0/06 0/03 0/04 0/05 0/04 0/06 0/07 0/06 0/00 0/07

D4 0/04 0/06 0/05 0/05 0/05 0/02 0/02 0/02 0/03 0/05 0/05 0/06 0/04 0/08 0/07 0/08 0/00

effects of the issue, forming a very healthy total of direct and indirect
effects. The total matrix (Tc) is computed by Formula 6. In Table 7
is the result of the Tc matrix.

Step 5: Calculating total relation Matrix (Td)

In the DANP method, we pass from the total matrix
(Tc) to the total relation matrix (Td); first we construct a
4∗4 matrix (number of criteria’s group), and each group’s
criteria is taken from the average under the same group’s
criteria.

Step 6: Normalizing total matrix (Tc) & total relation Matrix
(Td)

To normalize bothmatrixes, we divide the criteria into their total
entire row; for the Tc matrix, we divide each criterion into the total
length of the criteria in the entire group.

Step 7: Computing un-weighted super matrix (W)

By reversing the normal matrix of criteria, the super
matrix is formed.

Step 8: Computing weighted super matrix (Ww)

At this step, we form a matrix of 17∗17 (in dimensions of the
criteria) and by multiplying the criteria in their own group, we form

a weighted super matrix, for example, multiplying A11 to A44 in the
group A of super matrix.

Step 9: Computing convergent weighted super matrix.

After the formation of the super matrix, to make a convergency
in the matrix, we must multiply it, as you see in Table 8, to the
equalization of the criteria.

Step 10: Determining weights and prioritizing criteria.
Step 11: Building the Influential Relation Map (IRM)

To Build the Influential Relation Map, we need the sum of
the rows and columns of the Tc and Td matrix, R being the sum
of the matrixes row, and C, sum of the columns of the matrixes
listed in Table 9. (R + C) represents the concessions (Effect) that are
horizontal axes and (R-C) represents the dependence (Couse) that
are the vertical axes. The following diagrams of Influential relations
are shown in Figures 4–8. Figure 4 displays the Legal inhibitor (A)
dimensions relationship, Figure 5 displays the Programming related
inhibitor (B) dimensions relationship, Figure 7 shows Technical
inhibitor (C) dimensions relationship, Figure 8 shows the External
inhibitor (D) dimensions relationship and Figure 6 exhibits the Total
Inhibitor dimensions relationship.

The critical success factors of Smart contracts in the construction
industry are weighted and ranked in Table 10.
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TABLE 7 Total matrix (Tc).

A1 A2 A3 A4 B1 B2 B3 B4 B5 B6 C1 C2 C3 D1 D2 D3 D4

A1 0/16 0/20 0/21 0/21 0/21 0/14 0/14 0/19 0/19 0/20 0/24 0/18 0/24 0/27 0/21 0/27 0/24

A2 0/27 0/19 0/24 0/25 0/26 0/19 0/17 0/24 0/20 0/21 0/28 0/21 0/28 0/32 0/25 0/31 0/29

A3 0/20 0/18 0/13 0/19 0/19 0/14 0/13 0/16 0/16 0/17 0/19 0/14 0/21 0/23 0/16 0/24 0/18

A4 0/22 0/22 0/17 0/15 0/20 0/14 0/13 0/19 0/16 0/17 0/24 0/15 0/22 0/26 0/20 0/26 0/23

B1 0/21 0/20 0/20 0/19 0/18 0/17 0/16 0/22 0/23 0/21 0/24 0/18 0/27 0/26 0/21 0/26 0/25

B2 0/14 0/14 0/13 0/14 0/17 0/10 0/16 0/18 0/17 0/15 0/15 0/15 0/21 0/19 0/16 0/19 0/17

B3 0/09 0/09 0/09 0/10 0/13 0/12 0/07 0/12 0/12 0/11 0/10 0/11 0/15 0/13 0/11 0/13 0/12

B4 0/15 0/17 0/17 0/16 0/20 0/14 0/12 0/14 0/19 0/19 0/19 0/14 0/23 0/24 0/18 0/22 0/19

B5 0/23 0/23 0/22 0/24 0/28 0/20 0/20 0/25 0/18 0/24 0/27 0/21 0/29 0/30 0/24 0/30 0/27

B6 0/20 0/19 0/17 0/19 0/24 0/17 0/16 0/23 0/23 0/15 0/21 0/18 0/25 0/24 0/18 0/25 0/23

C1 0/23 0/23 0/21 0/22 0/21 0/14 0/13 0/19 0/18 0/18 0/18 0/17 0/24 0/28 0/21 0/28 0/25

C2 0/15 0/15 0/15 0/13 0/16 0/11 0/11 0/15 0/15 0/13 0/15 0/10 0/18 0/20 0/15 0/19 0/18

C3 0/26 0/26 0/22 0/25 0/28 0/20 0/20 0/25 0/24 0/25 0/26 0/23 0/24 0/33 0/25 0/31 0/30

D1 0/23 0/23 0/21 0/22 0/22 0/16 0/15 0/20 0/19 0/21 0/24 0/16 0/25 0/21 0/23 0/27 0/25

D2 0/17 0/18 0/16 0/17 0/16 0/12 0/12 0/17 0/15 0/18 0/18 0/16 0/21 0/22 0/13 0/23 0/21

D3 0/22 0/23 0/21 0/21 0/23 0/18 0/17 0/22 0/18 0/20 0/23 0/18 0/26 0/29 0/23 0/21 0/25

D4 0/20 0/22 0/20 0/20 0/22 0/14 0/13 0/18 0/17 0/20 0/22 0/19 0/23 0/28 0/22 0/27 0/18

4 Results

As shown in Table 10, rank 1 was identified as external factors
(D), weighted at 0.28, and the most important group of factors. In
this group, the support of the engineering community (D1) weighs
the most at 0/0787 and is ranked in the entire scale of criteria at
the third place. The Users’ attitude (D3) is the second in this group,
which is weighted at 0/0776 and fourth in the table. The third place
in this factor group, and the fifth in the table of criteria, with a
weight of 0/0697, is the competition in the construction industry
(D4). The capacity of organizations (D2) , weighted at 0/0614 is
at the last in the category of external factors, and at the nineth in
the list of criteria, which shows that flexibility and risk absorption
are not a significant issue for the experts who participated in the
questionnaire.

As it is evident in Figure 8, the support of the engineering
community (D1) is directly influenced by the competition in
the construction industry (D4) and The Users’ attitude (D3) and
only affects the capacity of organizations (D2), which means that
support of the engineering community has an impact on capacity
of organizations. The capacity of organizations (D2), does not
affect any of the factors in this group and is only influenced by
them. This means that (D2), alone has no effect on other external
factors. On the other hand, The Users’ attitude (D3) has both an

influencing and influenced role on (D4), directly affecting (D1)
and indirectly impacting (D2), but does not get any impact from
(D1)&(D2).

Rank 2 goes to technical factors with a weight of 0/25.
Technology maturity (C3), contract security guaranty (C1), and
bandwidth and capacity (C2) are the sub criteria of this group.
Technology maturity, with a weight of 0.096, is the first in this
category among all the factors. Which means that the maturity of
Smart contracts and Blockchain technology, is the most important
success factor in the construction industry. The second effective
factor in this category, and the whole categories, is the contracts
security’s guaranty (C1), weighted at 0.086. The third in technical
factors is bandwidth and operational capacity (C2), which, with a
weight of 0.068, is ranked 6th in the table.

As it shows in Figure 7, both technology maturity (C3) and
contract security guaranty (C1) influence each other and are
influenced too, but bandwidth and capacity (C2) is only affected
by them and does not influence the other two factors. Just as the
results showed, (C2) has the lowest weight and score among the
other three factors and does not have an impact on the other
two factors.

The third category of criteria goes to the legal factors, consists
of four criteria on the Transparency of Smart contracts (A1),
Law Legislation (A2), Standardisation (A3) and Preparation of
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TABLE 8 Weighted convergent super matrix (Ww).

A1 A2 A3 A4 B1 B2 B3 B4 B5 B6 C1 C2 C3 D1 D2 D3 D4

A1 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06

A2 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06

A3 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06

A4 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06

B1 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04

B2 0/03 0/03 0/03 0/03 0/03 0/03 0/03 0/03 0/03 0/03 0/03 0/03 0/03 0/03 0/03 0/03 0/03

B3 0/03 0/03 0/03 0/03 0/03 0/03 0/03 0/03 0/03 0/03 0/03 0/03 0/03 0/03 0/03 0/03 0/03

B4 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04

B5 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04

B6 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04 0/04

C1 0/09 0/09 0/09 0/09 0/09 0/09 0/09 0/09 0/09 0/09 0/09 0/09 0/09 0/09 0/09 0/09 0/09

C2 0/07 0/07 0/07 0/07 0/07 0/07 0/07 0/07 0/07 0/07 0/07 0/07 0/07 0/07 0/07 0/07 0/07

C3 0/10 0/10 0/10 0/10 0/10 0/10 0/10 0/10 0/10 0/10 0/10 0/10 0/10 0/10 0/10 0/10 0/10

D1 0/08 0/08 0/08 0/08 0/08 0/08 0/08 0/08 0/08 0/08 0/08 0/08 0/08 0/08 0/08 0/08 0/08

D2 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06 0/06

D3 0/08 0/08 0/08 0/08 0/08 0/08 0/08 0/08 0/08 0/08 0/08 0/08 0/08 0/08 0/08 0/08 0/08

D4 0/07 0/07 0/07 0/07 0/07 0/07 0/07 0/07 0/07 0/07 0/07 0/07 0/07 0/07 0/07 0/07 0/07

contracts (A4), which comprises the 7-11th of criteria. Of these,
the transparency of Smart contracts is the most important one.
The Transparency of Smart contracts (A1),weighted at 0/0623. Law
Legislation (A2), is the second leading factor of this groupweighting
at 0/0622. Also, Preparation of contracts (A4) and standardisation
(A3) are located in a sequence of third and fourth degrees of
legal factors, and 10 and 11 of the criteria, with a weight of
0.059 and 0.057.

Figure 4 displays that Law Legislation (A2) has a direct influence
on Transparency of Smart contracts (A1), Standardisation (A3) and
Preparation of contracts (A4) and is not influenced by any of them.
Also, the ratio of Transparency of Smart contracts (A1) to (A4), and
(A4), to (A3), have a direct impact, while the impact of (A1) to (A3)
is indirect according to the chart.

The fourth and last factors group of the total classification of
criteria, with 0.219 weight, is related to programming. Advanced
programming languages (B1), Online backup (B4), Increasing
learning resources (B6), Programmers’ skills (B5), Ethereum Virtual
Machine (EVM) backup (B2) and Providing Ethereum gas (B3)
are form the 12th to 17th degrees in the scale of criteria, and
are the least effective to experts in the successful factors of Smart
contracts. The advancement of programming languages is the most
important of this groups, with a weight of 0/0433. Online backup
is also the second in this group and 13th place at all. Increase

of learning resources, is ranked at the 14th place. Programmers’
skills are ranked at 15th place. Ethereum Virtual Machine backup
and providing Ethereum gas at a weight of 0.031 and 0.029,
were also, to the expert’s eye, the last factors for success in these
contracts.

According to Figure 5, Programmers’ skills (B5) has a direct
impact on all other factor and it is only influenced by Increasing
learning resources (B6) and Ethereum Virtual Machine (EVM)
backup (B2). Increasing learning resources (B6) has a direct impact
on Ethereum Virtual Machine (EVM) backup (B2) and an indirect
impact on Online backup (B4) and Providing Ethereum gas (B3).
As shown, it has no effect on Advanced programming languages
(B1) and is influenced by it. It can also be observed that there
is a two-way relationship between (B2) and (B6), meaning that
it simultaneously influences it and is influenced by it. This issue
can also be observed between criteria (B2) and (B5). Advanced
programming languages (B1) has a direct or indirect impact on
all criteria except for (B6), but it only accepts influence from
Programmers’ skills (B5). A two-way connection can also be
observed between (B4) and (B2). However, Providing Ethereum
gas (B3) has no effect on any of the other criteria and is only
influenced by them.

And finally, as shown in Figure 6, you can observe the network
relationships between the factor groups. Legal factors (A) impact
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TABLE 9 Inhibitors dimensions and nature.

Tc R C R + C R-C Nature Td R C R + C R-C Nature

A1 0/785 0/856 1/640 −0/071 Cause

A 0/8374 0/7783 1/6157 0/0591 Effect
A2 0/952 0/791 1/743 0/161 Effect

A3 0/701 0/752 1/454 −0/051 Cause

A4 0/759 0/797 1/556 −0/039 Cause

B1 1/170 1/203 2/373 −0/033 Cause

B 0/7502 0/7107 1/4609 0/0396 Effect

B2 0/919 0/897 1/816 0/022 Effect

B3 0/662 0/860 1/522 −0/198 Cause

B4 0/979 1/125 2/105 −0/146 Cause

B5 1/347 1/124 2/471 0/223 Effect

B6 1/180 1/047 2/227 0/132 Effect

C1 0/591 0/586 1/177 0/005 Effect

C 0/8256 0/8138 1/6394 0/0118 EffectC2 0/432 0/494 0/926 −0/063 Cause

C3 0/723 0/666 1/389 0/058 Effect

D1 0/970 0/995 1/965 −0/026 Cause

D 0/8195 0/9300 1/7495 −0/1105 Cause
D2 0/785 0/818 1/603 −0/032 Cause

D3 0/981 0/988 1/969 −0/008 Cause

D4 0/956 0/891 1/847 0/065 Effect

FIGURE 4
Legal inhibitor dimensions relationship (A).

all three factors and is influenced by only Programming related
factors (B). Programming related factors (B) exhibits a two-way
relationship with Legal factors (A) and Technical factors (C).
Although it has an impact on External factors (D). External
factors (D) are the only group that influences other factors and
is also influenced by them. However, External factors (D) are
influenced by 3 other criteria and only has a direct impact on
Technical factors (C), and through this factor, it has an indirect
impact on the other 2 factors.

FIGURE 5
Programming related inhibitor dimensions relationship (B).

5 Discussion

As mentioned in Section 4 “Results” external factors with
a weight at 0.28 were identified as rank 1 in group factors.
Smart contracts based on Blockchains are a new technology that
includes an enormous amount of income and output, especially
in the construction industry and it can be a heavy weight
in the advancement of financial affairs. Ongoing connection
and interaction of engineers community plays a major role
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FIGURE 6
Inhibitor dimensions relationship.

FIGURE 7
Technical inhibitor dimensions relationship (C).

(Natarajarathinam et al., 2021). Hence the support and recognition
of engineers (D1) and project managers in the civil industries of
a country, is a fitting part (Lone and Naaz, 2021). The attitude of
users (D3) specifies the future direction of a system. As to Smart
contracts, because of their novelty and high risk, they need to
be changed by the attitude of their users and their donors. The
changing attitude of users, as well as of organizations, is a key to
the success of this technology. Competitive (D4) pressure guides
organizations to use new technologies and become risky. Research
findings also reveal that competition of construction companies
are significantly related to company performance, measured by
means of three criteria—profitability, growth in contract awards,
and overall performance (Kale and Arditi, 2002). Especially as the
Blockchain technology provides a great deal of opportunities for
improvement to organizations (Nanayakkara et al., 2021). The last
factor of external ones, which is the capacity of organization (D2),
shows that flexibility and risk absorption are not a significant issue
for the experts who participated in the questionnaire.

Technical factors are second leading factors. As it shows, the
maturity of Smart contracts and Blockchain technology (C3), is the
mostimportantsuccessfactorintheconstructionindustry(Hewaetal.,
2021; Schmitt et al., 2019; Rogers et al., 2014). Found in their research,

that thematurity of this technology played a significant role, especially
in the construction industry, which carries a great deal of money.
It also carries risks, the risk is that a company decides to embrace
blockchain technology because it is fascinating, without reflecting on
whether it is mature enough for an adoption in everyday activities
(Gatteschi et al., 2018). Because of the vitality of information in
Smart contracts, particularly informationconcerning thefinancial and
legal aspects of a civil project, Contracts security’s guaranty (C1), is
significant, actually (Zou et al., 2019) in their research, Smart contract
development: Challenges and opportunities, this factor is called the
most important of all the challenges in this technology.

The third leading group of factors goes to Legals (A). The
transparency of Smart contracts (A1) is the removal of all ambiguities
in contracts, as well as the illumination of all their related issues
(Hartel and van Staalduinen, 2019). have found in their research that
Smart contracts that are transparent about their performance are
more successful than vague contracts. Also (Nugent et al., 2016),
in a study entitled “Improving data transparency in clinical trials
using blockchain smart contracts” explains that using Smart contracts
operating on Ethereum Blockchain can improve data transparency in
clinical testing and allow medical specialists to take more informed
decisions which would have both the potential to reduce the risk of
the patient and the financial pressure on health services where data
manipulating issues are involved. The data in the Smart contracts on
theBlockchain is vital information, and theusers of this platformmust
be certain of their own data or those that are fatal to them, and Law
Legislation (A2), the second leading factor of this group, proves that
they are also consistent with the findings of Swan (2015); Holotiuk
and Moormann (2019); Khan et al. (2021); Reyna et al. (2018)). Also,
Preparation of contracts (A4) and standardisation (A3) are located in
a sequence of third and fourth degrees of legal factors, and 10 and
11 of the criteria, with a weight of 0.059 and 0.057. Preparation of
contracts (A4) is formalizing and explaining the rights and obligations
of the parties in order to minimize risk in Smart contracts, as applied
in the study of Clack et al. (2016); Sergey and Hobor (2017) which is
considered a very important factor in its formalization and acceptance
by society and people. Standardization (A3) means that the laws
written for a Smart contract are made into rules that are applicable.
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FIGURE 8
External inhibitor dimensions relationship (D).

TABLE 10 Ranking of criteria and sub criteria based on their weights.

Criteria/Sub criteria Weight Rank

Legal factors (A) 0/2413 3

Transparency of Smart contracts ( A1) 0/0623 7

Law Legislation ( A2) 0/0622 8

Standardisation (A3) 0/0571 11

Preparation of contracts (A4) 0/0599 10

Programming related factors (B) 0/2196 4

Advanced programming languages ( B1) 0/0433 12

Ethereum Virtual Machine (EVM) backup ( B2) 0/0311 16

Providing Ethereum gas (B3) 0/0296 17

Online backup (B4) 0/0395 13

Programmers’ skills ( B5) 0/0377 15

Increasing learning resources ( B6) 0/0385 14

Technical factors (C) 0/2514 2

Contracts security’s guaranty ( C1) 0/0868 2

Bandwidth & Capacity ( C2) 0/0684 6

Technology maturity ( C3) 0/0962 1

External factors (D) 0/2875 1

Engineers’ community support ( D1) 0/0787 3

The capacity of organizations ( D2) 0/0614 9

Users attitude ( D3) 0/0776 4

Competition in the construction industry ( D4) 0/0698 5

Also, in a study entitled “Blockchain in the State” (Ølnes et al., 2017),
recognize standardization as an important factor that could enable the
legalization of Smart contracts.

The last group of factors is related to programming(B). The
advancement of programming languages (B1), the most important
of this groups, as a solvent for many of the software problems of
Smart contracts, is still problematic and needs much progress in the
study of Parizi and Dehghantanha (2018), but it is a key factor in the
advancement of Smart contracts on Blockchain, especially Ethereum
Blockchain. Being viewed by Zou et al. (2019); Sayeed et al. (2020), in
theirresearch,asbeingnewandvulnerable,Onlinebackup(B4)andthe
availability of specialists in this field are a critical factor in resolving the
deficiencies of these contracts. Increase of learning resources (B6), is a
factor that couldcontribute significantly to aprobleminprogramming
(Holotiuk and Moormann, 2019), Also professionals who can write
good contracts, both in the area of programming (B5) and financial
and legal, have a significant influence in their success (Holotiuk and
Moormann, 2019; Porru et al., 2017). But, to the experts of this
study, it is not a significant factor in the success of Smart contracts
(Hildenbrandt et al., 2018). found in their research that the Ethereum
Virtual Machine (B2)which runs on Solidity, is a significant factor in
improving transactionswritten on theEthereum.ProvidingEthereum
gas (B3) is essential to further programming on the Ethereum
Blockchain, for the cost of a transaction on the ether block requires
gas, and (Hildenbrandt et al., 2018), as well as (Grech et al., 2018),
considered it very necessary and important.

As with all research, this study has several limitations to be
noted. First, our research is based on survey data froma single source
at a single point in time. Furthermore, this study was conducted at
a specific point in time and in the country of Iran, and it cannot
be generalized to all times and all conditions. Also, there are some
limitations on the application of DANP method. One of them is that
this study is reliance on expert opinion (Kumar and Anbanandam,
2020). The experts’ opinions differ somewhat from each other
owing to their different backgrounds (Shao et al., 2018). DANP
method is heavily dependent on expert opinions and may introduce
bias and partiality into the decision-making process (Naderi et al.,
2023). Moreover, the geographical limitations we faced in this
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study affected the research process and the completion of the
questionnaire.

Therefore, this research has been conducted at a specific point
in time; further investigations in this area need to be carried out
in the future. Also, it is necessary to examine this issue using
other methods.

6 Conclusion

For Smart Contracts to be widely used and effectively
implemented, it is essential that technology is advanced enough and
that strong security mechanisms are in place. This study’s findings
from Iranian specialists highlight the early but promising use of
Smart Contracts in the developing world’s building industry. We
compiled information from a panel of experts; according to the
analysis and findings, technological maturity is the most critical
aspect of a successful Smart Contract. Other critical aspects that
advanced to the next level are also identified. These factors, along
with an awareness of the present state of technology and regulations,
are critical for reducing risks and making the most of Smart
Contracts on building sites.

Despite the useful preliminary insights provided by this study,
it is clear that much more research is required to fully grasp
the implications of Smart Contracts and their potential uses
beyond the construction industry. Expanding the geographic reach,
studying industry-specific and longitudinal difficulties, keeping up
with technical improvements, and understanding the changing
regulatory environment should all be goals of future investigations.
Fostering an atmosphere that is conducive to innovation also
requires collecting case studies, concentrating on skill development,
and addressing organizational and cultural change. This study lays
the groundwork for future research that can lead to the construction
industry and other industries in Iran and similar environments
adopting Smart Contracts more effectively and efficiently.
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